Evaluation

2rg must perform periodic
technical and non-technical
evaluations, based initially
upaon the standards
implemented under the final
HIPAA Security rule and
subsequently, in response
to environment or
operational changes
affecting the security of Org
ePHI. Evaluation of
systems
fapplicationsidatabases)
needs to accur on a periodic
hasis ensuring the design,
development and
deployment of information
systems meets security
guidelines. These
guidelines are caming from
HIST (300-53) late spring
2003,

Disposal of media

Media disposal is ocourring
hut needs to be fully
documented and tracked.
Disposal needs to occur on
a regular basis.

hedia reuse

hMedia reuse needs to be
fully documented and
tracked. Testing to ensure
reusahble media is fully
cleaned of PHI prior to
reuse is required.

Audit Controls

Qg must implement
hardware, sofbware andfar
procedural mechanisms
that recard and examine
activity in the information
systems that contain aruse
aPHI.

Documentation

arg must maintain the
policies and procedures
implemented to comply with
the Final HIFAA Security
Rule in written {may he
electronic) form, and if an
action, activity or
assessmentis required, it
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